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This Memorandum of Understanding (MOU) is made and entered into by and between the Department 
of Kentucky State Police (KSP), and Lexington-Fayette Urban County Government, (Affiliate Agency).  
 
The purpose of this MOU is to establish guidelines and requirements for Affiliate Agency in its 
participation in the Task Force. KSP is the law enforcement grant administrator for the Commonwealth 
of Kentucky for OJJDP. KSP provides funding for training and equipment to qualifying affiliate agencies 
throughout the Commonwealth to enable these agencies to assist the Task Force in deterring, preventing, 
investigating, and prosecuting predators who seek to exploit or engage minors in sexual activity via 
electronic means. Affiliate Agency seeks funding to train its officers to deter, prevent, investigate and 
prosecute predators who seek to exploit or engage minors in sexual activity via electronic means.  
 
1. Definitions  

 
For the purposes of this MOU, the definitions listed in this section should be presumed to represent the 
common and exclusive understanding of the parties hereto. The singular and plural form, as well as the 
small or upper case, of any defined term can be used interchangeably regardless of whether the definition 
refers to the singular or plural term, or uses the small or upper case.  
 
1.1  “Adequate security” shall mean administrative, technical, and physical safeguards to:  

 
a. insure the security and confidentiality of confidential information;  
b. protect against system misuse and any anticipated threats or hazards to the security or integrity 
of confidential information;  
c. protect against unauthorized access to, or use of, confidential information; and  
d. protect against unauthorized access to, or use of, login information and passwords.  

 
1.2  “Commander” is the KSP officer designated by KSP, and recognized by OJJDP, as the leader of 
the Task Force.  
 
1.3  “Confidential information” shall mean data and information pertaining to ICAC investigations, 
ICAC standards, investigative practices, or information provided by the Task Force.  
 
1.4  “Crime” means any crime, or offense, that involves the exploitation or victimization of children 
facilitated by technology.  
 
1.5  “Deconflict” or “deconfliction” means the process whereby affiliate agencies submit investigative 
information to each other, the Task Force, or ICAC related databases in order to determine whether other 
law enforcement agencies have information concerning the same targets or crimes. 
 


















